
Privacy Policy 

 

Last updated: 16 June 2025 

 

1. INTRODUCTION & SCOPE 

 

This Privacy Notice explains how APKM SDK collects, uses, shares and otherwise 

processes personal data when you visit https://ake.net or use any related services 

(together, the “Service”). It has been prepared to comply with Regulation (EU) 

2016/679 (“GDPR”). 

 

2. YOUR ACCEPTANCE OF THIS NOTICE 

 

By visiting the Website, creating an account or otherwise using the Service you 

acknowledge that you have read this Privacy Notice and consent to the handling of 

your personal information as set out below. If you disagree with any part of this 

Notice, please do not use the Service. 

 

3. KEY DEFINITIONS 

 

3.1. "Affiliate" shall refer to any individual, partnership, limited partnership, trust, 

estate, association, corporation, limited liability company, or other entity, 

whether domestic or foreign, that directly or indirectly through one or more 

intermediaries, has control over, is controlled by, or is under common control 

with APKM SDK. The term "control," as used herein, means, with respect to 

any individual, partnership, trust, estate, association, corporation, or other 

entity, the possession, directly or indirectly, of the power to direct or cause the 

direction of the management or policies of the controlled entity. 

 

3.2. “Personal information” (or “personal data”) means any information that 

identifies, relates to, describes or could reasonably be linked to an 

individual, as defined by applicable laws such as the EU GDPR, UK GDPR 

and the California Consumer Privacy Act (CCPA). 

 

3.3. "Policies" shall refer to the Terms of Service, the Privacy Policy and the 

relevant Documents, located on the APKM SDK, as well as any updates to 

these Policies. 

 

4. CATEGORIES OF PERSONAL DATA 

 

• Identification data - e-mail address, password, social-login ID 

• Payment data - masked card numbers, wallet addresses, transaction IDs 

• Technical data - IP address, device identifiers, browser/OS type 

• Usage data - pages viewed, session timestamps, referral URLs 



• Communication data - support tickets, feedback messages 

• We do not log the websites you visit or content you access when using our 

residential proxy network. 

 

5. PURPOSES AND LEGAL BASIS 

 

Purpose Legal basis 

Provide, operate and secure the Service Contract 

Process payments & detect fraud Contract & Legal obligation 

Analyze, debug and improve the Service Legitimate interests 

Send optional marketing messages Consent 

Comply with bookkeeping, AML, tax duties Legal obligation 

 

6. RECIPIENTS & INTERNATIONAL TRANSFERS 

 

Personal data is shared only with: 

 

• infrastructure, analytics and customer-support vendors acting under written 

instructions; 

• payment processors for transaction handling; 

• professional advisers, auditors or public authorities where legally required; 

• acquirers in the event of a merger or asset sale (with notice to you). 

 

Some recipients are in countries lacking an adequacy decision. For those transfers 

we rely on the European Commission’s Standard Contractual Clauses or another 

permissible safeguard (Art. 46 GDPR), and we perform Transfer Impact 

Assessments where appropriate. 

 

7. AUTOMATED DECISION-MAKING 

 

We do not engage in automated decision-making, including profiling, that produces 

legal or similarly significant effects on you (Art. 22 GDPR). 

 

8. DATA RETENTION 

 

We retain personal data only for as long as necessary to fulfil the purposes above: 

 

Data category Typical retention period 

Account & Identification data While the account is active + 1 year 

Payment & Billing records 10 years (statutory bookkeeping) 

Support correspondence 3 years 

Logs & technical diagnostics ≤ 12 months, then aggregated 



Aggregated or anonymized data (no longer “personal data”) may be kept 

indefinitely. 

 

9. SECURITY MEASURES 

 

We implement technical and organizational measures such as TLS encryption in 

transit, at-rest encryption, multi-factor-protected admin access, annual penetration 

testing, continuous monitoring and employee security training. 

 

10. YOUR RIGHTS 

 

You have the right to: 

 

• Access – obtain confirmation and a copy of your data; 

• Rectification – correct inaccurate or incomplete data 

• Erasure – request deletion (“right to be forgotten”); 

• Restriction – temporarily halt processing; 

• Portability – receive data in a structured, commonly used, machine-readable 

format and transmit it to another controller; 

• Object – object to processing based on legitimate interests or to direct marketing; 

• No automated decisions – not be subject to automated decisions with legal or 

similarly significant effects. 

 

11. RIGHTS TO LODGE A COMPLAINT 

 

You may lodge a complaint with your local supervisory authority. 

 

12. AMENDMENTS 

 

We may update this Policy from time to time. The “Effective date” above shows 

when the latest version took effect. Significant changes will be announced on our 

Website. 

 

13. CONTACT 

 

If you feel that your privacy was not treated in accordance with our Privacy Policy, 

or if you believe that your privacy has been compromised by any person in the course 

of using the Services, please contact APKM via email support@apkm.org 

https://apkm.org/

